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Key Facts 

 BaFin president states new regulatory challenges for 2017  

 Fintech regulation and security aspects, together with payment transaction solutions, 

now a central focus for regulatory bodies  

 Publication of the Basel IV installment of regulations expected in first quarter  

 Regulatory agenda requires further digitalization of the process landscape  

 High degree of legal and regulatory uncertainty forces institutions to adopt a flexible and 

short-term approach in implementing regulatory requirements  

 

 

Report 

The New Year Reception of the Federal Fi-

nancial Supervisory Authority (BaFin) on 

10 January gave an indication of the regu-

latory agenda for 2017. During the event, 

BaFin’s president, Felix Hufeld, spoke of a 

year “full of tasks, demands and pres-

sures”. This overview of the regulatory 

challenges makes his meaning clear.   

 

Fintech regulations 

2017 will be an important year for the future 

of the fintech ecosystem. The discussion 

papers published in 2016 by European su-

pervisory bodies – the EBA, ECB, ESMA 

and FCA – will require this topic to be dealt 

with in greater depth. BaFin announced 

that it would be looking very closely at the 

regulation of fintechs, regtechs and dis-

tributed ledger technology (blockchain 

technologies) – and in the case of the lat-

ter, particularly crypto-currencies. On a Eu-

ropean level, the “Task force on Financial 

Technology” (TFFT) set up by the EU 

Commission is planning to make general 

recommendations on fintechs. The publica-

tion of these suggestions is expected to oc-

cur in the first half of the year. 

 

Money laundering 

The deadline for implementing the fourth 

money-laundering directive (EU 

2015/849) by June 26, 2017 will bring in its 

wake significant tightening up of the money 

laundering requirements for financial mar-

ket players. Besides extending the scope of 

application of the guidelines – in particular, 

to include the trading platforms of the 

crypto-currency Bitcoin – those subject to 

the guidelines will now be required to set up 

an electronic transparency register.  

 

In order to further reduce the risk of money 

laundering and the financing of terrorism, it 

is planned to increase the requirements for 

thorough checking of financial flows from 

third countries. Further- more, with the im-

plementation of the money transfer regu-

lations (EU 2015/847), requirements for 

payment service providers will become 

much more stringent in order to guarantee 

the implementation of international stand-

ards and allow criminal investigators ade-

quate access to information. With its circu-

lar on video identification expected for 

the first quarter of 2017, BaFin intends to 

give greater detail on the intended users of 

the video identification process and what it 

will be required to achieve.

http://www.coretechmonitor.com/
http://www.coretechmonitor.com/de/blockchain-als-mittel-zur-ermoeglichung-des-dezentralisierten-internet-of-things/
http://www.coretechmonitor.com/de/blockchain-als-mittel-zur-ermoeglichung-des-dezentralisierten-internet-of-things/
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IT security 

The implementation of the NIS directive 

(EU 2016/1148) on May 9, 2018 will create 

the first EU-wide regulations on cybersecu-

rity. Although Germany already has its own 

statutory regulations in the form of the IT 

Security Act, it remains to be seen whether 

the implementation of the NIS directive will 

involve any need for adjustments to be 

made on a national level. Furthermore, 

clarification regarding finance market in-

frastructure (which forms part of critical 

infrastructure) can be expected in 2017 in 

the form of an amendment to the IT Secu-

rity Act. 

 

PSD II/Payments 

A draft bill on the implementation of the 

Payment Service Directive II (PSD II) was 

published before Christmas 2016. It can be 

assumed that the EBA will use the  

remaining months till the middle of 2017 to 

publish the remaining guidelines and regu-

latory technical standards (RTS). In addi-

tion, the SEPA Credit Transfer Instant 

Scheme (SCTInst) is due to come into 

force. Its requirements are based on the 

SCT regulations, with the intention of mak-

ing money transfers possible in under ten 

seconds in the form of Instant Payments.  

 

Basel IV 

The cancellation of the meeting of the Ba-

sel Committee originally scheduled for Jan-

uary 8 demonstrates the divergent views 

on the upcoming banking regulations within 

the BCBS. The purpose of the new reform 

is to reduce the complexity of internal risk 

models used within banks. It is intended as 

a consequence of this to make it easier to 

compare different institutions. One key 

subject of dispute is the significant increase 

Fig. 1: Excerpt of the regulatory agenda for 2017 (Source:COREinstitute) 

http://www.coretechmonitor.com/
http://www.coretechmonitor.com/de/it-sicherheitsgesetz-neue-anforderungen-an-kritische-betreiber/
http://www.coretechmonitor.com/de/meldepflichten-im-bargeldlosen-zahlungsverkehr-entwurf-neuer-empfehlungen-der-eba-im-kontext-psd-ii/
http://www.coretechmonitor.com/de/instant-payments-sekundengeld-und-seine-herausforderung-fuer-banken/
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in capital requirements for financial institu-

tions in continental Europe. It is currently 

expected that the final version of the Basel 

IV regulations is due to be published in 

March 2017.  

 

5th MaRisk Amendment, BAIT 
and other BaFin circulars 

The 5th MaRisk Amendment [Minimum 

Requirements for Risk Management], the 

publication of which was anticipated in mid-

2016, is now expected this quarter. Its main 

focus will be the implementation of the re-

quirements of BCBS 239, additions and 

specifications of the requirements for exter-

nalization, and the requirement to create an 

appropriate risk culture. 

 

Furthermore, it is expected that BaFin will 

publish the Banking Supervisory Re-

quirements for IT (BAIT) in February, 

specifying the requirements of MaRisk in 

terms of technical concepts of supervision 

for the IT organization, IT infrastructure and 

IT security of a bank. 

This list will be rounded off by MaGo – stat-

utory regulatory requirements for business 

organization for insurance companies – 

due to be published in the second quarter 

of the year, KAMaRisk – minimum require-

ments for risk management in capital man-

agement companies – and a guide to inter-

preting the Risk Shield.  

 

Further regulations 

For the first time in 2017, agreements 

reached in 2014 to heighten international 

tax transparency will lead to automatic ex-

change of information on income relevant 

to taxation that is subject to a reporting ob-

ligation.  

 

The implementation of the EGA guidelines 

for a robust remuneration policy 

(EBA/GL/2015/22), which was published 

as an extension of the CRD IV directive, 

was originally scheduled for the beginning 

of the year. BaFin currently plans to an-

nounce the change in the German Federal 

Law Gazette in February 2017. The regula-

tions will then come into force this March.  

 

From 2017 on, “other system-relevant 

banks”, or A-SRIs, will also be obliged to 

retain additional capital reserves. The size 

of the capital buffer required depends on 

size, economic significance for the German 

and European economies, the scope of the 

bank’s activities, and its linkages within the 

national financial system and beyond. 

  

Rising to the challenge 

Besides ongoing digitalization, 2017 will be 

dominated by IT security and the regula-

tion of fintechs. Innovation should not be 

slowed down by regulation, nor is it the in-

tention that established banks should be 

protected from their up-and-coming com-

petitors. On the contrary, the regulator 

wishes to be seen as a driver of innovation 

for the processes of technical transfor-

mation within the financial ecosystem.  

 

The market needs to understand the inter-

connected effects of the regulatory require-

ments it must meet. Looking ahead to the 

coming changes, the fact that some of the 

deadlines for implementation are very short 

– as seems likely with the money launder-

ing directive – will create major challenges 

for those involved in financial markets, es-

pecially as it can be expected that some of 

the requirements will once again not be de-

fined with sufficient granularity, or will not 

have reached their final form. That does not 

http://www.coretechmonitor.com/


  
 
 
 

 

 

 5 
http://www.coretechmonitor.com                                                                                               Copyright © CORE 2017  
 
 

mean that people in the institutions should 

just sit back. It would be a mistake to put 

one’s head in the sand, because all the pro-

spective and existing regulations have one 

thing in common – they require a (r)evo-

lution in the IT process landscape in or-

der to shape these demanding changes 

in an efficient way. 

 

Once again, the regulatory challenges of 

2017 show, to an ever greater extent, that 

banks can now only succeed in conforming 

to the regulations in time and on budget if 

they combine avideogile project manage-

ment with flexible IT structures and proac-

tive ongoing development of their IT secu-

rity.  

 

 

http://www.coretechmonitor.com/
http://www.coretechmonitor.com/de/folgen-der-digitalen-transformation-fuer-organisationen-und-it/
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http://www.coretechmonitor.com/de/folgen-der-digitalen-transformation-fuer-organisationen-und-it/
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INTERNET: 

https://www.wirecard.de/AliPay/ 

https://www.concardis.com/at-de/artikel/partnerschaft-mit-AliPay 

https://www.ingenico.com/fr/presse-et-publications/communiques-de-presse/all/2016/08/AliPay-

partnership.html 

http://www.six-group.com/dam/about/downloads/media/media-releases/2016/1206-d-SIX-Ali-

Pay.pdf?__hstc=265801296.d4e35c91925db52307ea531142d18931.1479922977860.1479922

977861.1482326980755.2&__hssc=265801296.2.1482326980755&__hsfp=434419612 

http://statista.com/ 
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